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Problem: Even a little poisoned data puts your business at risk
Manipulating data to sabotage decision-making, data models, or applications

0.1% == 80%

Example: Image recognition
model identifying airplane or frog
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Need to buy: Trustworthy data pipelines eliminate risk
No solution for detection of data poisoning available on the market

2022: 30% training data poisoning attacks 3,900% increase of cyber attacks
on critical infrastrcuture
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Tributech offers the only solution
to detect poisoned data immediately




Buyer Personas & Partner Benefits
Data Poisoning

g

Buyer Personas Partner Benefits
* CISO *  No comparable solution on the market —
* CIO completely greenfield
* Cyber Security Specialist * High margins of 10-30% in partner program
* loT Architect * Referral only : 10% for direct intro of end user to Tributech

* |oT Product Owner



